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1 Introduction 
 
Check Point Mobile Access allows you to use resources from the corporate network from outside as well 
as from your home device. 
 
In order to get access to this VPN solution please request login credentials and permissions from your 
delfort contact. 
To keep our level of security high, you need to provide an email address or a mobile number to receive 
one time access codes for the authentication. 
 
 
 

2 Mobile Access portal 
 

2.1 Internet Explorer 

Open https://portal.delfortgroup.com/  

 

Login with the credentials provided by delfort 

 

https://portal.delfortgroup.com/
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Here is a sample of a verification Email: 
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Make sure to set the connection mode to “Network mode” in “Settings”

 

 

After the login, you can click on “Connect” to establish a VPN connection: 

 

 

Please note: To establish a VPN connection you must install an Add-On (Check Point SSL Network 

Extender). During the first connection attempt this Add-On will be installed on your device.  

Please take a look on the following screenshots how to install it. (Important: your must have local 

administrator permission for the installation) 
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You must accecpt a few things to get this agent installed: 
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2.2 Google Chrome 

You need to have Java installed to use remote access with Google Chrome.  

Java is not needed for the Chrome integration (after all, this is not supported any longer) 

It is required for the internal functionality of the Checkpoint Agent.  

 

OpenJDK is a free alternative to Oracle Java and mobile access is possible with OpenJDK. 

 

Open https://portal.delfortgroup.com/  

 

Login with the credentials provided by delfort 

 

 

 

https://portal.delfortgroup.com/
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Here is a sample of a verification Email: 

 

 

After the login, you can click on “Connect” to establish a VPN connection: 
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Please note: To establish a VPN connection you must install an Add-On (Mobile Access Portal Agent). 

During the first connection attempt this Add-On will be installed on your device.  

Please take a look on the following screenshots how to install it. (Important: your must have local 

administrator permission for the installation) 

Depending on your configuration it might also be necessary to install Java - OpenJRE is sufficient. If you 

do not want to or cannot install Java then please use Internet Explorer. 

 

You can download a free version of java here: 

https://docs.microsoft.com/en-us/java/openjdk/download 

 

 
 
Please note: 
The installation is automatic, but there might be a “hidden” Popup in your Taskbar from the installation. 
This Popup is from UAC and requests Administrator credentials. Please click it and click “yes” or enter 
your administrator credentials if required. 

https://docs.microsoft.com/en-us/java/openjdk/download
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A restart is recommended 
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After the initial installation, you should see the connection windows with you IP Adress, Status 
“Connected” and the provided Applications below. 
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2.3 Problems with automatic installation 
 
If you are having problems with the automatic installation of the SSL Network extender please use the 
following procedure. 
 
Go to “Additional_downloads” 

 
(you can open this page directly with the following link: https://static.delfortgroup.com/portal_downloads) 
 
Download the file “cpextender.msi” and run the installation. 

 
 
 
Please do not change any settings and install it normally. Administrator permissions are required to 
install Check Point Network Extender. 
 
You can download a free version of java here: 
https://docs.microsoft.com/en-us/java/openjdk/download 
  

https://static.delfortgroup.com/portal_downloads
https://docs.microsoft.com/en-us/java/openjdk/download
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After the successful installation proceed as described in Chapter 2 Mobile Access portal. 
The installation should finish successfully. 
 
 
Please note that an additional security prompt has to be confirmed. 
 
 
At this prompt, please click “Yes” to proceed. 
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3 Terminal Server (Remote desktop) Access 
 

As soon as you are connected and to access company resources like Terminal Servers please click on 

the connection, e.g. „Terminal Server in your location”: 

  
 
In some circumstances the remote desktop client is opened in the background. If nothing happens when 
you click the link please look at your taskbar if the Remote Desktop client can be found there. 
 

 
 
Please click the Remote Desktop Client icon in the Taskbar to proceed.  
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Please enter your credentials in the following format: paper1\username  

 

Example: paper1\[your username] 

 

Please do not forget the paper1 part of the username. 

 

 

 

 

 

Connection will be established: (this might take a while) 
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Accept certificate warning: (if required)  
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4 Web share Access 
 

Just click on the Web share you would like to open within the section “Web”: 
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5 Network Share / File Access 
 

Just click on the Fileshare you would like to open within the section “Files”: 
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6 Troubleshooting / FAQ 
 

6.1 I do not get a verification Email or SMS 

 

Please check your Inbox as well as your Spam folder. 

You might also check with delfort contact if your email address or phone number is correctly entered 

within the delfort systems. 

 

6.2 I do not have Administrator permissions on my device 

 

Please contact your local IT department or IT responsible to install the portal agent 

 

6.3 Remote Desktop Client does not start 

 

Please look at your taskbar if the Remote Desktop Client is there. It might have been started in the 

background. Look for this icon: 

 

 

6.4 Network Extender installation fails 

 

See Chapter 2.3 Problems with automatic installation how to install the SSL network extender manually. 

 

6.5 Connection unsuccessful 

 

“Connect” button initiate a connection attempt which is unsuccessful. 

Please uninstall “Check Point Mobile Access Portal Agent”and “Check Point SSL Network Extender 

Service” from your computer and try again. 

 

6.6 Username is incorrect when connecting to RDP 

 

Please do not forget to add paper1\ in front of the username. 

 

6.7 Java is not supported in Chrome / Edge 

 

Java is not needed for the Chrome integration. After all, this is not supported any longer. 

It is required for the internal functionality of the Checkpoint Agent. 

 

You can download a free version of java here: 

https://docs.microsoft.com/en-us/java/openjdk/download 

https://docs.microsoft.com/en-us/java/openjdk/download

